System Security, It’s Not About Compliance Anymore

This presentation will discuss relying on compliance to cyber security requirements may not ensure the protection of computing resources and the data which is stored on those systems. It is more about understanding what is at risk and the measures needed to protect our infrastructure from that risk, while at the same time satisfying compliance. Topics to be discussed are:

- Threats – What are you helping to protect against?
- Risk – Is there?
- Mitigation – Does being in Compliance Help?
- Strategies – Some thoughts for the future.

**Date:** November 11, 2010

**Time:** 11:30 AM - 12:00 PM Registration | 12:00 - 1:00 PM Lunch | 1:00 - 3:00 PM Program

**Location:** Lidia’s | 101 West 22nd Street | Kansas City | Missouri | 64108

**Price:** $35 members | $50 guests | $5 students

**CPE:** 2 Credits

**Menu:** Caesar Salad
          Pasta Trio (specific pastas are determined by Lidia’s on a daily basis)
          Assorted Cookies
          Coffee & Tea

**Speaker:** Brian Findley, Honeywell Federal Manufacturing and Technologies

Brian Findley is currently the Counterintelligence Cyber Technical Expert for NNSA’s Kansas City Plant (KCP) operated by Honeywell Federal Manufacturing & Technologies. He has spent the past 13 years working in the area of Cyber Security and Cyber Counterintelligence. Brian specializes in analyzing adversaries whose intent is to compromise computing resources and steal data or even worse, commit espionage. He has led penetration test teams and managed several projects resulting in improvements to network/host security and design, IT strategy, business continuity, and IT risk identification. Brian is a member of the High Technology Crime and Investigation Association’s Kansas City Chapter and Infragard’s Kansas City Chapter. Brian received his BA in Management and Human Relations from MidAmerica Nazarene University and is a Certified Information System Security Professional (CISSP).