Following lunch we will have the annual ISACA KC business meeting. The meeting will include an address from our President, BJ Smith followed by the election of Board members for the 2012 – 2013 term. All current/paid Kansas City ISACA chapter members are eligible to vote. The chapter address and election will be followed by a presentation.

Date: May 10th, 2012
Time: 11:30 AM - 12:00 PM Registration | 12:00 - 1:00 PM Lunch | 1:00 – 3:00 PM Presentation
Location: Plaza III Steakhouse | 4749 Pennsylvania | Kansas City | Missouri 64112
CPE’s: 2 Credits

Please note actual CPE hours granted are dependent upon duration of speaker’s presentation and may differ from advertised number of CPE hours.

Price: Free for members and students
*Please note this meeting is open to current/paid members and students of the ISACA-KC chapter only. Members MUST register to attend prior to the meeting. [www.isaca-kc.org](http://www.isaca-kc.org) Registration closes at 5pm on Monday, May 7.

Menu: Garden Salad
Choice of Filet Mignon or Grilled Breast of Chicken
Roasted Red Potatoes & Broccoli
Served with Sourdough Bread and beverage choice of coffee, tea or soda
Dessert: Cheesecake with Strawberry Sauce

Presenter: Michael Rosen – Senior Investigator, Verizon Investigative Response

Presentation Overview:
Michael has over thirteen years of experience in the information security field, and is currently a senior investigator within Verizon Investigative Response (VzIR). In this role, he is a trusted subject matter expert for digital forensic investigations - most of which involve Fortune 500 global organizations and government entities.

The VzIR team is an integral part of the Verizon Communications Inc. RISK Intelligence team. Within this global team exists digital forensic experts, that are well versed in both criminal/civil investigative requirements. These experts often interact with government entities in transitioning case evidence while setting the stage for prosecution.

Michael will discuss the 2012 Data Breach Investigations Report and lessons learned. This presentation will highlight the significant statistics within the DBIR and what organizations can do to not become one. The 2012 DBIR was a study conducted by the Verizon RISK Team with cooperation from the Australian Federal Police, Dutch National High Tech Crime Unit, Irish Reporting and Information Security Service, Police Central e-Crime Unit, and United States Secret Service.

The information presented and included in accompanying materials (if any) is of a general nature and is not intended to address the circumstances of any particular individual or entity. Although the speaker and content authors endeavor to provide accurate and timely information, there can be no guarantee that such information is accurate as of the date it is received or that it will continue to be accurate in the future. No one should act upon such information without appropriate professional advice after a thorough examination of the particular situation.