Annual Business Meeting
&
2013 Data Breach Investigations Report

Following lunch we will have the annual ISACA KC business meeting. The meeting will include an address from our President, BJ Smith followed by the election of Board members for the 2013 – 2014 term. All current/paid Kansas City ISACA chapter members are eligible to vote. The chapter address and election will be followed by a presentation.

Date: May 9th, 2013
Time: 11:30 AM - 12:00 PM Registration | 12:00 - 1:00 PM Lunch | 1:00 – 3:00 PM Presentation
Location: Plaza III Steakhouse | 4749 Pennsylvania | Kansas City | Missouri 64112
CPE’s: 2 Credits

Please note actual CPE hours granted are dependent upon duration of speaker’s presentation and may differ from advertised number of CPE hours.

Price: Free for members and students

*Please note this meeting is open to current/paid members and students of the ISACA-KC chapter only. Members MUST register to attend prior to the meeting. [www.isaca-kc.org](http://www.isaca-kc.org) Registration closes at 5pm on Monday, May 6th.

Menu: Garden Salad
Choice of Filet Mignon, Sautéed Vegetables Over Pasta, or Grilled Breast of Chicken
Roasted Red Potatoes & Broccoli
Served with Sourdough Bread and beverage choice of coffee, tea, or soda
Dessert: Cheesecake with Strawberry Sauce

Presenter: Neal Maguire – Investigations Manager, Verizon RISK Team

Presentation Overview:

Neal Maguire is the Investigations Manager for the Verizon RISK Team. In this role, Neal is chiefly responsible for managing the conduct of computer forensic investigations, analysis, data recovery, case-load intelligence and IT investigative work related to delivery of the team’s book of business, including all matters related to PCI / PFI investigations, liaising with the card brands and providing advisory consulting services to client senior management and the C-suite.

Neal is an expert in the field of Payment Card Industry Risk Management with over 18 years of direct experience. Prior to joining the Verizon RISK Team, he was the Business Leader of Payment Systems Integrity for MasterCard International. In his role at MasterCard, Neal was responsible for the global development, leadership and management of the MasterCard Account Data Compromise (ADC) Program for the nine years preceding his move to Verizon.

Neal is an active public speaker, discussing various topics ranging from high-level best practices to C-suite executive briefings. He has been a contributing author to the Verizon Data Breach Investigations Report and routinely presents the report and its findings to audiences and at conferences on a global basis.

Neal holds a MBA from the Hagan School of Business at Iona College and a Bachelor’s degree in Economics from Fordham University.

The Verizon RISK team is an integral part of Verizon Communications Inc. The RISK team is dedicated to Researching the ever-changing risk environment, Investigating and responding to all manner of security incidents, developing Solutions based on credible data and analysis, and cultivating Knowledge within Verizon, its clients and the security community. The team has a wealth of experience and expertise, conducting over 1,000 Incident Response engagements over the last ten years. Included among them are many of the largest breaches ever reported. During these investigations, the team regularly interacts with governmental agencies and law enforcement personnel from around the world to transition case evidence and set the stage for prosecution. The expansive dataset generated through these activities offers an interesting glimpse into the trends surrounding computer crime and data compromise.

Neal will present an overview on the 2013 Data Breach Investigations Report, our sixth annual report. The 2013 DBIR includes the contributions from our 18 global partners. The presentation will highlight the lessons learned from our large and diverse portfolio, and provide insight into what is really important for organizations to effectively address today’s complex security issues.

The information presented and included in accompanying materials (if any) is of a general nature and is not intended to address the circumstances of any particular individual or entity. Although the speaker and content authors endeavor to provide accurate and timely information, there can be no guarantee that such information is accurate as of the date it is received or that it will continue to be accurate in the future. No one should act upon such information without appropriate professional advice after a thorough examination of the particular situation.