Notice of Annual Business Meeting and Officer Elections

May is right around the corner and that means it’s time to elect our Board of Directors for 2014—2015. Elections will be held during the Chapter’s annual business meeting on May 8th after a presentation of the latest Verizon Data Breach Report. The meeting is open only to current paid members (including student members) of the Chapter and you must be present to vote.

The proposed slate of Officers is as follows:

- **President**: Dan Sterba
- **Vice President**: Steve Kerns
- **Treasurer**: Anthony Canning
- **Secretary**: Open

The Chapter is seeking a volunteer or nominations for next year’s Secretary position. Candidates for this position must be a member in good standing for the year 2014. A description of the Secretary role can be found in the Chapter’s Bylaws at [http://bit.ly/1l7qDge](http://bit.ly/1l7qDge).

If you are interested in this position or would like to nominate someone, please send an email to [directors@isaca-kc.org](mailto:directors@isaca-kc.org) with the candidate’s contact information. Please note that write-in candidates are not allowed during the May elections.

Welcome to Our New Chapter Members!

We’re growing! The Chapter welcomes the following new members who have joined us since the beginning of the year. If you run into them at an upcoming Chapter event, please introduce yourself and give them a warm welcome.

<table>
<thead>
<tr>
<th>Jason Anderson</th>
<th>Lisa Landis</th>
<th>Victoria Schluter</th>
</tr>
</thead>
<tbody>
<tr>
<td>Charles Cox</td>
<td>Yaron Levi</td>
<td>Jason Smith</td>
</tr>
<tr>
<td>Russell Hailey</td>
<td>Kem Murphy</td>
<td>Michael Wyatt</td>
</tr>
<tr>
<td>Kathy Karst</td>
<td>Eric Pare</td>
<td></td>
</tr>
</tbody>
</table>
**April Meeting Details**

**Ethical Hacking—Making It More Than Something That’s Done to You**

**Date:** April 10, 2014  
**Time:** Registration 11:30 AM | Lunch 12:00—1:00 PM | Presentation 1:00 - 3:00 PM  
**Location:** Ritz Charles | 9000 West 137th St | Overland Park | KS | 66221  
**CPE:** 2 Credits.  
**NOTE:** Actual CPE hours granted are dependent upon duration of the speaker’s presentation and may differ from the advertised number of CPE hours.  
**Price:** $35 members | $50 guests | $5 students  
**Menu:** Mixed Tossed Green Salad | Apple Jack Turkey | Julienne Vegetable Sauté | Garlic Mashed Potatoes | Ice Cream Brownie Sundae  
**Registration:** [www.isaca-kc.org](http://www.isaca-kc.org) by Monday, April 7th.

**Presentation Overview:**
As the security landscape continues to evolve, almost on a daily basis, security professionals are in a constant competition between threats, risks, resources, and time to try to protect the crown jewels of their organization. Ethical Hacking presents a unique capability to strengthen and bolster an organization’s security capabilities if it is employed in the proper manner. All too often, ethical hacking is viewed as something that is done to an organization’s security department in order to evaluate performance. This limited view of Ethical Hacking limits the true value of this capability.

This presentation will explore an alternative view of ethical hacking by first looking at the Changing Threat Landscape & the implications for the role of Security Control Testing & Audits in keeping an organization secure, vigilant, and resilient. We will then explore what is Ethical Hacking and why should we care about it, focusing on how Ethical Hacking and Diagnostic Services should fit into security organization’s capabilities. We will then dig even deeper and look specifically at Ethical Hacking in Support of Security (i.e., the Adversaries View of My Security Controls) and Ethical Hacking in Support of Audits. The presentation will wrap up with a discussion on specific considerations & risks in planning Ethical Hacking and ways to successfully integrate Ethical Hacking & Diagnostic Service into Assessments & Audits.

**Speaker Summaries:**

**Bob Cheripka, CISSP, LTC, USA (Ret).**
Bob is a Manager in Deloitte & Touche LLP’s Cyber Risk Services and has been with the organization for over three years, coming to Deloitte with over 12 years of experience in computer network defense operations and over 5 years of intelligence operations, while working for the United States Army. Bob’s experience includes Information Security/Assurance Planning and Implementation, Public Key Infrastructure Program Implementation, Watch Center Operations, Security Assessments and Penetration Testing, Crisis Action Team Planning, Cyber Threat Intelligence, and Defense Program Development and Implementation. Bob has a Master’s Degree in Information Resource Management from Central Michigan University and holds various Cyber Security Certifications.

**Ian Barton**
Ian Barton joined Deloitte as a Cyber Risk Services Consultant in August 2012. He joined Deloitte as a campus hire from Texas A&M University, where he majored in Management Information Systems. Prior to Deloitte, he interned with McAfee as a Global Information Security Services Analyst and VendorSafe Technologies as a Lead NOC Analyst. He holds the GIAC Certified Forensic Examiner (GCFE) certification, and is an Associate of (ISC)2 towards the CISSP. His passion lies in Cyber Incident Response and Security Process Development.

*The information presented and included in accompanying materials (if any) is of a general nature and is not intended to address the circumstances of any particular individual or entity. Although the speaker and content authors endeavor to provide accurate and timely information, there can be no guarantee that such information is accurate as of the date it is received or that it will continue to be accurate in the future. No one should act upon such information without appropriate professional advice after a thorough examination of the particular situation.*
Other Events

**March 31, 2014**
Early Bird Registration Deadline for ISACA-KC Spring Training

**April 10, 2014**
ISACA-KC Meeting “Ethical Hacking” Overland Park, KS

**April 10, 2014**
Webinar: Stopping Threat Actors in their Tracks and Protecting Sensitive Data Online

**April 22-23, 2014**
ISACA-KC Spring Training: Mobile Security Boot Camp Overland Park, KS

**May 8, 2014**
ISACA-KC Annual Business Meeting and Board Elections (Members Only) Kansas City, MO

**May 13, 2014**
SecureWorld Expo Kansas City, MO

**June 14, 2014**
CISA, CISM, CRISC and CGEIT Exams

**August 18—20, 2014**
Governance, Risk and Control Conference (Register by June 6th to save $200!) Palm Beach, FL

---

**Mark Your Calendar! Upcoming Events in KC**

**ISACA-KC Spring Training Seminar to Be Held April 22—23, 2014**


Jerrod Brennen, Senior Instructor with the MIS Training Institute, will be presenting the Chapter’s 2-day spring training seminar in April on the Sprint campus. Seating is limited for this specialized and insightful training, so register soon at [http://www.isaca-kc.org/meetingReg.php](http://www.isaca-kc.org/meetingReg.php) to secure your spot. NOTE: ISACA members who register by March 31st will save $50 off the regular price of $480. Non-member pricing is $640. For more information on the seminar, please view the flyer at [http://bit.ly/1ccqqba](http://bit.ly/1ccqqba).

**Session Overview:**

Mobility poses many security, including anonymous connections, "always on" connections, clear text network traffic, wireless networks, and many more. Unfortunately, mobile technology usage in the workplace has grown at a rate that far exceeds the training and education necessary to equip information security professionals to adequately protect their organizations and their users from mobile-related threats. These professionals are further challenged by the fact that mobile devices are finding their way into the workplace, whether or not the business is ready for them.

This two-day seminar is designed to provide the knowledge and experience you need in order to enable your organization to securely embrace, deploy, and manage mobile devices and applications. Through both discussion and hands-on exercises you will gain specialized knowledge of mobile technology security. We will cover mobile computing fundamentals, security settings for varying device types, assessing mobile computing risks, developing mobile policies, procedures, & standards, auditing mobile devices, deploying & managing a Mobile Device Management (MDM) solution, attacking and defending mobile devices & applications, and mobile device forensics.

**2014 Kansas City SecureWorld Expo**

**May 13, 2014**

Where: KC Convention Center (Bartle Hall) | 100 West 12th Street | Kansas City | MO | 64105

The Greater Kansas City Chapter of ISACA is a proud partner to the 2014 SecureWorld Expo as it returns to Kansas City for a second year. Last year’s Expo was extremely popular and this year’s event promises to not disappoint. Larry Ponemon, Chairman and Founder of the Ponemon Institute, will deliver the opening keynote, and other noted industry leaders will present over 30 educational sessions and panels on topics such as data center security, incident handling, and staying secure with limited resources. New this year are two 3-hour training opportunities titled “Handling Security Situations” and “Planning and Designing a Corporate Information Security Program” that are available at an additional cost. Visit the Conference website at [http://www.secureworldexpo.com/kansas-city/home](http://www.secureworldexpo.com/kansas-city/home) to view the agenda or to register.

ISACA members can earn up to 8 CPE hours at the Expo. Use discount code **KC14ISACA** to save $50 off the 1-day Conference Pass ($165 value), $100 off SecureWorld Plus Training ($545) or $25 off the Exhibits/Open Sessions Pass ($25).

Vendors constitute an important part of an enterprise’s external environment. The increased use of outsourcing and cloud computing implies that vendors are taking on an increasingly fundamental role in the operations of an enterprise.

As the scope, scale and complexity of vendor relationships and services increase, the risk related to them and the importance of effective vendor management increase proportionately. Managing external vendors should be a key competency for every enterprise and can lead to optimally mitigated risk and significant benefits.

This publication describes the vendor management process and its activities and then presents the most common threats, risk and mitigation actions. A detailed case study is provided to show the potential consequences of faulty vendor management. Practical sample templates and checklists are also provided to help during implementation of the concepts presented in this publication.

This publication and the associated toolkit are available for download to members at no charge. Non-members can join to receive a free copy, or purchase the .pdf version for $60. For more information, visit www.isaca.org/Knowledge-Center/Research/ResearchDeliverables/Pages/Vendor-Management-Using-COBIT5.aspx.

---

Senior IT Audit Analyst, Commerce Bank

The individuals in this position are important members of the audit team, which is part of the overall risk management oversight program at Commerce Bank. These auditors are skilled in technology auditing techniques and familiar with internal auditing standards. They use their own knowledge of IT processes, controls, and Commerce business units along with discussions with management to evaluate the business processes that pose the greatest risks within each unit being audited. View the full job description or apply online.


---

Get Involved: Write an Article for the Newsletter!

We are always looking to add new and interesting content to the newsletter and are accepting article submissions from our members for consideration. To be considered for publication, articles must meet the following criteria:

- Word or text document format with 500 words or less
- Relevant to ISACA, IT Governance, IT Audit, Information Security, etc.
- References to all applicable sources, including the title, author, and date written.

To submit or for more information, please email newsletter@isaca-kc.org.