February Meeting Details

Mobile Device Security

Date: February 13, 2013
Time: Registration 11:30 AM | Lunch 12:00—1:00 PM | Presentation 1:00 - 3:00 PM
Location: Lidia’s Italy of Kansas City | 101 West 22nd Street | Kansas City | MO | 64108
CPE: 2 Credits. NOTE: Actual CPE hours granted are dependent upon duration of the speaker’s presentation and may differ from the advertised number of CPE hours.
Price: $35 members | $50 guests | $5 students
Menu: Insalata Caesar alla Lidia | The Pasta Trio | Tiramisu | Lidia’s Blend Coffee, Soft Drinks and Teas

Registration: [www.isaca-kc.org](http://www.isaca-kc.org) by Monday, February 10th.

Presentation Overview:

Many organizations from the SMB (Small-Medium Business), enterprise and Fortune 500 struggle with the constantly changing landscape of mobility. Knowing what devices to support, understanding threats and liabilities are some of the top concerns many in the IT industry wrestle with on a daily basis. This presentation will inspire thought and interactive conversation on how to mitigate known threats and future considerations when it comes to mobility. The high level topics to be covered in this presentation include:

- Mobile Trends
- Mobile Risks & Threats
- Mobile Security Technology

Speaker: Michael Soto, Mobile Security Architect, Fishnet Security

Michael Soto joined Fishnet Security as a Mobile Security Architect in July 2013. He brings with him over 20 years of Information Technology experience working almost exclusively with Fortune 500 organizations. His career highlights are a showcase of his desire to remain in the front of the hottest technologies in IT and Security. In 2001, Mr. Soto cut his teeth and excelled as an Enterprise Architect focusing on larger customers seeking to migrate physical servers to virtualized environments. In 2011, Mr. Soto continued his drive to remain on the cutting edge, moving his focus to Enterprise Mobility. He served as a Senior Consultant, guiding organizations through the challenges of selecting an appropriate Enterprise Mobility solution and focusing on the following products; Xen Mobile, MaaS 360, Mobile Iron, AirWatch, Good and Blackberry Enterprise Server.
Save the Date! Upcoming Chapter Meetings

March 13, 2014  Current Security Threat Landscape  
Presenter: Jeremy Johnson, 10-D Security  
Location: Ritz Charles, Overland Park

April 10, 2014  Ethical Hacking  
Presenter: Bob Cheripka and Ian Barton, Deloitte  
Location: Ritz Charles, Overland Park

May 8, 2014  Annual Business Meeting (members only) and  
2014 Data Breach Investigation  
Presenter: Verizon  
Location: Plaza III, Kansas City

February is Data Privacy Month

Did you know January 28th through February 28th is Data Privacy Month. This month is designed to raise awareness and empower people to protect their privacy and control their digital footprint. As we move to a more mobile, connected, and always-on society the increasing amount of data being shared can put our privacy at risk. By taking proactive measures everyone can more easily control their data and information. How will you celebrate Privacy Month?

Send Your Suggestions

Got an idea for a meeting topic? A great speaker? Or a perfect meeting location? If so, we want to hear from you! Email your suggestions to the Program Committee (programs@isaca-kc.org).

YOU BUILT YOUR REPUTATION.

NOW ELEVATE YOUR CAREER WITH AN ISACA CERTIFICATION THAT VALIDATES YOUR HARD WORK AND EXPERIENCE.

UPCOMING EXAM DATE: 14 JUNE 2014  
Early Registration Deadline: 12 February 2014  
Final Registration Deadline: 11 April 2014  
Save $50 when you register early!
## Upcoming Events Calendar

### Other Events

<table>
<thead>
<tr>
<th>Date</th>
<th>Event</th>
<th>Location</th>
</tr>
</thead>
<tbody>
<tr>
<td>February 3—6, 2014</td>
<td>An Introduction to Privacy and Data Protection</td>
<td>Los Angeles, CA</td>
</tr>
<tr>
<td>February 12, 2014</td>
<td>Early Registration Deadline for June 14th Exams. Register early &amp; save $50!</td>
<td></td>
</tr>
<tr>
<td>February 13, 2014</td>
<td>Webinar: Five Ways to Revolutionize Your Disaster Recovery Strategy</td>
<td>Online</td>
</tr>
<tr>
<td>February 13, 2014</td>
<td>Webinar: People-Centric Communications: Market-</td>
<td></td>
</tr>
<tr>
<td></td>
<td>ing Internal Audit &amp; Conflict Management</td>
<td>Online</td>
</tr>
<tr>
<td>February 24—28, 2014</td>
<td>RSA Conference (ISACA members save $150 with registration code 12U4ISACAFCD)</td>
<td>San Francisco, CA</td>
</tr>
<tr>
<td>March 3, 2014</td>
<td>Deadline for Early Bird Registration for North America CACS</td>
<td></td>
</tr>
<tr>
<td>April 28-30, 2014</td>
<td>North America CACS</td>
<td>Las Vegas, NV</td>
</tr>
<tr>
<td>June 14, 2014</td>
<td>CISA, CISM, CRISC and CGEIT Exams</td>
<td></td>
</tr>
</tbody>
</table>

### Local Events

**ISACA-KC Spring Training Seminar to Be Held April 22—23, 2014**


Where: Sprint Campus, Overland Park, KS  
Presenter: Jerod Brennen, Senior Instructor, MIS Training Institute

Hold the date! The Chapter is pleased to announce that the MIS Training Institute will present our 2-day spring training seminar titled “Mobile Security Boot Camp – A Comprehensive Guide to Mobile Security Concepts and Practices” in April. Please plan to join us for this insightful training opportunity. Seating will be limited and additional information, as well as a link to register for the event, will be emailed to Chapter members in February and outlined in next month’s newsletter.

**Session Overview:**

Mobility poses many security-related challenges, including anonymous connections, "always on" connections, clear text network traffic, wireless networks, and many more. Unfortunately, mobile technology usage in the workplace has grown at a rate that far exceeds the training and education necessary to equip information security professionals to adequately protect their organizations and their users from mobile-related threats. These professionals are further challenged by the fact that mobile devices are finding their way into the workplace, whether or not the business is ready for them.

This two-day seminar is designed to provide the knowledge and experience you need in order to enable your organization to securely embrace, deploy, and manage mobile devices and applications. Through both discussion and hands-on exercises you will gain specialized knowledge of mobile technology security. We will cover mobile computing fundamentals, security settings for varying device types, assessing mobile computing risks, developing mobile policies, procedures, & standards, auditing mobile devices, deploying & managing a Mobile Device Management (MDM) solution, attacking and defending mobile devices & applications, and mobile device forensics.

**2014 Kansas City SecureWorld Expo**

**May 13, 2014**

Where: KC Convention Center (Bartle Hall) | 100 West 12th Street | Kansas City | MO | 64105

We are also excited to announce that the Greater Kansas City Chapter of ISACA is a partner to the 2014 Kansas City SecureWorld Expo. This is the second year that this popular 1-day training expo will be held in KC. Industry leaders from around the world will be presenting on security topics such as data center security, incident handling, and staying secure with limited resources. For a look at the developing agenda, refer to [http://www.secureworldexpo.com/kansas-city/home](http://www.secureworldexpo.com/kansas-city/home).

Chapter members will be provided with a promotion code to receive a significant discount to the Expo. Chapter members in attendance will have an opportunity to earn up to 8 CPE credit hours. Additional information will be provided in February.
“Security As A Service” Whitepaper Available

In its latest whitepaper, ISACA presents the potential impact of Security As A Service (SecaaS) on the enterprise, identifies business benefits, challenges and risks, and presents governance and risk management practices to minimize risk and optimize investment value. According to the author, “Enterprises can outsource information security services, but they cannot outsource accountability for security. Answering these questions helps to ensure that controls are in place to protect the enterprise’s information assets.”

Members can download the complimentary whitepaper from the Knowledge Center.

Senior IT Audit Analyst, Commerce Bank

The individuals in this position are important members of the audit team, which is part of the overall risk management oversight program at Commerce Bank. These auditors are skilled in technology auditing techniques and familiar with internal auditing standards. They use their own knowledge of IT processes, controls, and Commerce business units along with discussions with management to evaluate the business processes that pose the greatest risks within each unit being audited.

View the full job description or apply online. Updated 1/23/2014.