Annual Business Meeting &
2013 Data Breach Investigations Report

Date: May 9, 2013
Time: Registration 11:30 AM | Lunch 12:00 PM | Presentation 1:00—3:00 PM
Location: Plaza III Steakhouse | 4749 Pennsylvania | Kansas City, MO | 64112
CPE: 2 Credits. NOTE: The actual CPE hours granted are dependent upon duration of the speaker’s presentation and may differ from the advertised number of CPE hours.
Price: FREE for members and students. Please note that this meeting is open to current/paid members and students of the ISACA-KC Chapter only.
Menu: Garden Salad | Choice of Filet Mignon, Sautéed Vegetables over Pasta, or Grilled Breast of Chicken | Roasted Red Potatoes & Broccoli | Sourdough Bread | Cheesecake with Strawberry Sauce | Coffee, Soda or Tea
Registration: Members MUST register to attend prior to the meeting. Register at www.isaca-kc.org by 5 p.m. on Monday, May 6th.

Presentation Overview:
Neal Maguire is the Investigations Manager for the Verizon RISK Team where he is chiefly responsible for managing the conduct of computer forensic investigations, analysis, data recovery, case-load intelligence and IT investigative work related to delivery of the team’s book of business, including all matters related to PCI / PFI investigations, liaising with the card brands and providing advisory consulting services to client senior management. Neal is an expert in the field of Payment Card Industry Risk Management with over 18 years of direct experience. Prior to joining Verizon, he spent 9 years as the Business Leader of Payment Systems Integrity for MasterCard International where he was responsible for the global development and management of the MasterCard Account Data Compromise (ADC) Program.

The RISK team has a wealth of expertise and experience, conducting over 1,000 incident response engagements over the last ten years. Included among them are many of the largest breaches ever reported. During these investigations, the team regularly interacts with governmental agencies and law enforcement personnel from around the world to transition case evidence and set the stage for prosecution. The expansive dataset generated through these activities offers an interesting glimpse into the trends surrounding computer crime and data compromise. Neal has been a contributing author to the Verizon Data Breach Investigations Report and routinely presents the report and its findings to audiences and at conferences on a global basis.

At this month’s meeting, Neal will present an overview of the 2013 Data Breach Investigations Report, highlight the lessons learned from Verizon’s large and diverse portfolio, and provide insight into what is really important for organizations to effectively address today’s complex security issues.

The information presented and included in accompanying materials (if any) is of a general nature and is not intended to address the circumstances of any particular individual or entity. Although the speaker and content authors endeavor to provide accurate and timely information, there can be no guarantee that such information is accurate as of the date it is received or that it will continue to be accurate in the future. No one should act upon such information without appropriate professional advice after a thorough examination of the particular situation.
Officer Elections to Occur at This Month’s Annual Business Meeting

In addition to the presentation of the 2013 Verizon Data Breach Investigations Report at this month’s Annual Business Meeting, members in attendance will have the opportunity to vote on two important items: (1) Chapter officers for the coming year and (2) proposed changes to the Chapter’s bylaws.

Please note that this meeting is open to current paid members and students of the chapter. You must be present to vote and you must register to attend the meeting.

The proposed slate of Officers for 2013 - 2014 are as follows:

- President: Dan Sterba
- Vice President: Steve Kerns
- Treasurer: Anthony Canning
- Secretary: Kimberly Alkire Stull

For more information on the proposed bylaw changes, see page 3 of this newsletter.

Upcoming Local Events

COBIT Foundation Course at World War I Memorial in Kansas City (June 4 - 6)

COBIT is the only business framework for the governance and management of enterprise IT. COBIT 5 builds and expands on COBIT 4.1 by integrating other frameworks, standards and resources, including ISACA’s Val IT and Risk IT, ITIL and the International Organization for Standardization (ISO).

Using practical examples and interactive exercises, this COBIT Foundation course hosted by Escoute will provide an overview of the key features and principles of COBIT 5, differences between version 5 and 4.1, the benefits of a sound IT governance framework. Additionally, participants will learn how to realize effective IT governance using the COBIT 5 best practices framework.

Cost of the course is $895 for ISACA members ($1,095 for non-members) and includes the price of the exam, which attendees will have the opportunity to take on the last day of the course.

For more information or to register, contact Mark Thomas at Escoute at (816) 678-8398.

ISSA-KC Chapter Hosting CISSP Study Group Beginning June 3rd

The local chapter of the Information Systems Security Association is once again hosting a study group for anyone interested in taking the Certified Information Systems Security Professional (CISSP) examination. The study group will be held every Monday from June 3rd through August 5th from 6 to 8 p.m. at the Kansas City Public Library at 4801 Main Street in Kansas City, MO. Cost is $30 for ISSA Chapter members or $50 for non-members. For more information or to register, visit https://events.r20.constantcontact.com/register/eventReg?llr=olwqokfab&oeidk=a07e7fe2dww1260d938&oseq=a013vgoqheddj.
Proposed Changes to Chapter Bylaws

The following changes to the Chapter’s bylaws have been proposed by the 2013-2014 Board and will be voted on by the membership at the Annual Meeting on May 9, 2013. All changes are indicated in red.

A full copy of the current bylaws can be obtained at http://www.isaca-kc.org/doc/Bylaws—KC Chapter.pdf.

Article IV. Chapter Meetings

Section 6. Quorum for Chapter Meetings

The quorum for any regular, annual general or special meeting where chapter business is conducted shall be 30 members. In absence of a quorum, the meeting will be adjourned, and reconvened at the next regularly scheduled chapter meeting or sooner, if necessary. The new date and time will be communicated to members.

Article V. Chapter Officers

Section 4. Chapter Officer Vacancies

A. If a vacancy should occur in the office of President, the vacancy shall be filled by the Vice-President.
B. If a vacancy should occur in any other office, except that of Director, the vacancy shall be filled by the Chapter Board.
C. If a vacancy occurs in the office of Director, the vacancy shall remain vacant until filled by routine succession be filled by an appointment from the chapter board.
D. If a vacancy occurs in the office of Immediate Past President, the vacancy shall remain vacant until filled by routine succession.
E. If a Chapter officer’s membership in the Association shall for any reason terminate, that individual’s position as Chapter officer shall automatically become vacant.

Article VI. Nominations and Elections

Section 2. Chapter Elections

A. The Officers set forth in Article V Section 1 shall be elected by ballot, except for the Immediate Past President and 2 Directors at Large. Unless otherwise appointed by the Board, the Directors at Large shall be the 2 previous Immediate Past Presidents.
B. Any voting that results in a tie shall be voted on again by the membership at a later time as designated and communicated to the members by the Board.
C. Officers shall be elected by ballot. (NOTE: There is already a reference to this in Article VI, Section 2—Chapter Elections, Item A.)
C. In the event there is only one candidate for any office, voting on that office may be by voice.
D. If there are no nominations provided to fill an elected Officer vacancy, the responsibilities of this position can be appointed by the chapter board to one of the existing Officers listed in Article V, Section 1.

Article VII. Chapter Board

Section 2. Duties

The Chapter Board shall:
A. Supervise the affairs and conduct the business of the Chapter between business meetings
B. Make recommendations to the membership
C. Be subject to the orders of the membership
D. Meet monthly at a time and place determined by the Chapter Board, unless otherwise directed.
E. Perform the duties prescribed in these bylaws and the parliamentary authority adopted by the Chapter
F. Regular or special meetings of the chapter board may be held electronically. A conference meeting must be arranged at least 48 hours in advance of the call. Each member should seek recognition from the chair before beginning to speak, and each member should identify himself or herself prior to speaking. Motions will be voted on by voice vote. If the chair has a problem determining the vote, he or she may call for a roll call vote. The roll call vote is for determination of the outcome of the vote and shall not be recorded in the minutes. The minutes of the meeting shall be approved at the next in-person meeting or via email by a majority vote of all chapter officers listed in Article V, Section 1.
 Interested in Taking the CISA Exam This Year?

ISACA and Deloitte have partnered together to develop a new 2-day intensive CISA Cram Course to help audit professionals prepare for the CISA exam. The course will be held June 1st and 2nd in 6 different cities across the U.S. (not including Kansas City). Cost for the study course is $1,000 and participants can receive up to 14 CPEs.

Registration for September Exams Now Open

As a reminder, a third date has been added this year for the Certified Information Systems Auditor (CISA) and Certified Information Security Manager (CISM) exams. The new date is September 7, 2013. Early registration has been opened early and is available now, with a final registration deadline of July 22nd.

For more information on exam dates, registration deadlines, or to register for an exam, visit http://www.isaca.org/certification.

Get Involved: Write an Article for the Newsletter!

We are always looking to add new and interesting content to the newsletter and are accepting article submissions from our members for consideration. To be considered for publication, articles must meet the following criteria:

- Word or text document format with 500 words or less
- Relevant to ISACA, IT Governance, IT Audit, Information Security, etc.
- References to all applicable sources, including the title, author, and date written.

To submit or for more information, please email newsletter@isaca-kc.org.

Senior Information Security Engineer, CenturyLink

CenturyLink has an immediate opening for a Senior Information Security Engineer in their Information Security Compliance and Audit team that is responsible for assessing the compliance of corporate and carrier infrastructures to meet industry and regulatory obligations, including but not limited to SOX, PCI, FISMA and HIPAA. The engineer will utilize a variety of vulnerability, compliance, and penetration testing tools to identify risk and compliance; ensuring reports and findings are delivered in a timely and appropriate manner to operations and business leadership; and recommend improvements in business processes to improve the overall security of the infrastructure. To view more details or apply online, search for jobs with keyword "Security", and business unit "Finance." Updated 4/14/2013.

For an up-to-date list of local opportunities, visit http://www.isaca-kc.org/jobs.